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Hundreds of cities and counties rely on core 
fiber infrastructure from franchise agreements

Paid for by city/county at direct cost typically 
as part of 15 year cable franchise agreement
Long lifetime infrastructure
Endlessly scalable
Range of ownership/use arrangements

Fiber IRU
Fiber lease
Reduced-cost services ©CTC 2009
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Risk of losing fiber

Franchises of 1990s up for renewal
Preemption by state or federal franchising
Unfavorable environment for cities and counties in 
recent years

©CTC 2009



Critical public safety needs of 
local governments
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Case study:
New York City I-Net

Fully redundant 
SONET backbone 
ring
Network operated 
through the 9/11 
attack, despite loss 
of connectivity to 
hub site
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Drawbacks of traditional 
leased services

Architecture not transparent
Redundant physical connectivity almost never provided end-
to-end 
Difficult to assess vulnerabilities from damage or security 
risks to backbone plant and equipment

Maintenance and reliability driven by broader 
business considerations
Capacity provided on a shared-basis

Non-critical communications may not be prioritized in a crisis 
situation  

Sensitive communications may not be sufficiently 
secure
Backbone equipment redundancy
Quality and capacity of backup electrical power



City network customized by city 
for city needs and processes

9



10

District of Columbia public safety-grade 
“Route Diversity Network Service”

Connects local, 
state, and DHS in 
National Capital 
Region
Available for Federal 
agencies to fulfill 
NSPD-51/ HSPD-20 
directives
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Cities and counties cannot afford to lose 
access to franchise infrastructure

Market prices of services 10 to 20 times 
what is currently paid

Medium sized county– few million dollars per year

Substituting off-the-shelf carrier-provided 
“managed services” reduces effectiveness of 
public safety communications

Security
Scalability
Capacity
Flexibility
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Cities and Counties cannot afford to lose 
access to franchise infrastructure

Some communities exploring building 
their own networks or public/private 
partnership

Long-term payoff
Only an option for wealthier communities—
increases digital divide
Not generally coordinated with other 
network construction
Typically limited to core portions of network
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To preserve city and county 
communications

Franchise fiber is a demonstrated 
successful model that cities and 
counties would like to keep
Need ability to retain existing 
functionality

Current and future capacity
Reliability/availability
Security

Need ability to retain comparable cost 
structure 13



Desired interaction with FCC

Include CIOs and elected officials as 
well as public safety
LSGAC example of successful state-local 
model

Elected officials with access to Officials and 
Staff
Respond to inquiries from FCC
Initiate own projects (Wireless Siting
Guide)
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